# Практическая работа № 5

Тема Обоснование применения норм уголовного права в конкретных ситуациях, связанных с созданием и использованием вредоносного программного обеспечения

Цель обосновать применение норм правового наказания при использовании ВПО

**Краткие теоретические сведения**

*Вредоносное программное обеспечение* – программное обеспечение, которое разрабатывается для получения несанкционированного доступа к вычислительным ресурсам ЭВМ, а также данным, которые на ней хранятся.

Такие программы предназначены для нанесения ущерба владельцу информации или ЭВМ, путем копирования, искажения, удаления или подмена информации.

Признаками заражения компьютера вредоносным программного обеспечения считаются: автоматическое открытие окон с незнакомым содержимым при запуске операционной системы, блокировка доступа к официальным сайтам антивирусных компаний, появления неопределенных процессов в диспетчере задач операционных систем, запрет на изменение настроек персонального компьютера в учетной записи администратора, случайное аварийное завершение программ и пр.

По методу распространения выделяют следующее вредоносное программное обеспечение: эксплоиты, логические бомбы, троянские программы, компьютерные вирусы и сетевые черви.

**Методические указания**

1. Проанализируйте приведенные ниже ситуации.
2. Ссылаясь на статьи «Уголовного кодекса Российской Федерации» от 13.06.1996 № 63-ФЗ (ред. от 02.08.2019), какую ответственность несут люди в данных ситуациях.
3. Вы пишите на заказ на программы, которые заражает компьютер и подгружают вредоносные программы. При этом сами данным программным обеспечение не пользуетесь.
4. Системный администратор некоторой известной компании без ведома устанавливал по сети всем программу для удаленного администрирования RAdmin.
5. Вы случайно распространили по сети вирус, который шифрует данные на ПК пользователей
6. Вы не распространяли вирус, но выложили его на GitHub.
7. Вам 17 лет, ради интереса распространили вредоносное программное обеспечение.
8. Вы разработали код вредоносной программы, но еще не воспользовались им.
9. Вы гражданин РФ и используете вредоносное программное обеспечение исключительно за пределами Российской Федерации

**Контрольные вопросы**

1. Перечислите виды ответственности за использование не лицензионного программного обеспечения?
2. Как правильно лицензировать программное обеспечение?
3. Какие цели преследуют создатели вредоносного программного обеспечения?